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the files, and the address of the loca-
tion and the phone number at the loca-
tion where the investigative files are
maintained.

[Doc. No. 28859, 63 FR 51218, Sept. 24, 1998; 63
FR 60448, Nov. 9, 1998]
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§ 108.1 Applicability.
(a) This part prescribes aviation se-

curity rules governing—
(1) The operations of holders of FAA

air carrier operating certificates or op-
erating certificates engaging in sched-
uled passenger operations or public
charter passenger operations;

(2) Each person aboard an airplane
operated by a certificate holder de-
scribed in paragraph (a)(1) of this sec-
tion;

(3) Each person on an airport at
which the operations described in para-

graph (a)(1) of this section are con-
ducted;

(4) Each certificate holder who re-
ceives a Security Directive or Informa-
tion Circular and each person who re-
ceives information from a Security Di-
rective or an Information Circular
issued by the Director of Civil Aviation
Security; and

(5) Each person who files an applica-
tion or makes entries into any record
or report that is kept, made or used to
show compliance under this part, or to
exercise any privileges under this part.

(b) This part does not apply to heli-
copter or to all-cargo operations.

[Doc. No. 24883, 51 FR 1352, Jan. 10, 1986, as
amended by Amdt. 108–6, 54 FR 28984, July 10,
1989; Amdt. 108–14, 61 FR 64244, Dec. 3, 1996]

§ 108.3 Definitions.

The following are definitions of
terms used in this part:

(a) Certificate holder means a person
holding an FAA operating certificate
when that person engages in scheduled
passenger or public charter passenger
operations or both.

(b) Passenger seating configuration
means the total number of seats for
which the aircraft is type certificated
that can be made available for pas-
senger use aboard a flight and includes
that seat in certain airplanes which
may be used by a representative of the
Administrator to conduct flight checks
but is available for revenue purposes on
other occasions.

(c) Private charter means any charter
for which the charterer engages the
total capacity of an airplane for the
carriage of:

(1) Passengers in civil or military air
movements conducted under contract
with the Government of the United
States of the Government of a foreign
country; or

(2) Passengers invited by the
charterer, the cost of which is borne
entirely by the charterer and not di-
rectly or indirectly by the individual
passengers.

(d) Public charter means any charter
that is not a private charter.

(e) Scheduled passenger operations
means holding out to the public of air
transportation service for passengers
from identified air terminals at a set
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time announced by timetable or sched-
ule published in a newspaper, maga-
zine, or other advertising medium.

(f) Sterile area means an area to which
access is controlled by the inspection
of persons and property in accordance
with an approved security program or a
security program used in accordance
with § 129.25.

§ 108.4 Falsification.
No person may make, or cause to be

made, any of the following:
(a) Any fraudulent or intentionally

false statement in any application for
any security program, access medium,
or identification medium, or any
amendment thereto, under this part.

(b) Any fraudulent or intentionally
false entry in any record or report that
is kept, made, or used to show compli-
ance with this part, or to exercise any
privileges under this part.

(c) Any reproduction or alteration,
for fraudulent purpose, of any report,
record, security program, access me-
dium, or identification medium issued
under this part.

[Doc. No. 28745, 61 FR 64244, Dec. 3, 1996]

§ 108.5 Security program: Adoption
and implementation.

(a) Each certificate holder shall
adopt and carry out a security program
that meets the requirements of § 108.7
for each of the following scheduled or
public charter passenger operations:

(1) Each operation with an airplane
having a passenger seating configura-
tion of more than 60 seats.

(2) Each operation that provides
deplaned passengers access, that is not
otherwise controlled by a certificate
holder using an approved security pro-
gram or a foreign air carrier using a se-
curity program required by § 129.25, to a
sterile area.

(3) Each operation with an airplane
having a passenger seating configura-
tion of more than 30 but less than 61
seats; except that those parts of the
program effecting compliance with the
requirements listed in § 108.7(b) (1), (2),
and

(4) Need only be implemented when
the Director of Civil Aviation Security
or a designate of the Director notifies
the certificate holder in writing that a

security threat exists with respect to
the operation.

(b) Each certificate holder that has
obtained FAA approval for a security
program for operations not listed in
paragraph (a) of this section shall
carry out the provisions of that pro-
gram.

§ 108.7 Security program: Form, con-
tent, and availability.

(a) Each security program required
by § 108.5 shall—

(1) Provide for the safety of persons
and property traveling in air transpor-
tation and intrastate air transpor-
tation against acts of criminal violence
and air piracy;

(2) Be in writing and signed by the
certificate holder or any person dele-
gated authority in this matter;

(3) Include the items listed in para-
graph (b) of this section, as required by
§ 108.5; and

(4) Be approved by the Adminis-
trator.

(b) Each security program required
by § 108.5 must include the following, as
required by that section:

(1) The procedures and a description
of the facilities and equipment used to
perform the screening functions speci-
fied in § 108.9.

(2) The procedures and a description
of the facilities and equipment used to
perform the airplane and facilities con-
trol functions specified in § 108.13.

(3) The procedures used to comply
with the applicable requirements of
§ 108.15 regarding law enforcement offi-
cers.

(4) The procedures used to comply
with the requirements of § 108.17 re-
garding the use of X-ray systems.

(5) The procedures used to comply
with the requirements of § 108.19 re-
garding bomb and air piracy threats.

(6) The procedures used to comply
with the applicable requirements of
§ 108.10.

(7) The curriculum used to accom-
plish the training required by § 108.23.

(8) The procedures and a description
of the facilities and equipment used to
comply with the requirements of
§ 108.20 regarding explosives detection
systems.

(c) Each certificate holder having an
approved security program shall—
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